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Introduction

The CILEADS User Administration Utility tool allows CILEADS administrators to manage user accounts
and manage user’s access to the CJLEADS application. CJLEADS is leveraging NCID’s authentication
capabilities to ensure that the CJILEADS application is secure. The NCID username and password will be
used to access the CILEADS User Administration Utility tool. This tool allows administrators to search for
end users, grant or revoke end user’s access to CJLEADS, and add/modify roles for end users.

Logging In

1. To log onto the CJLEADS Administration Utility, click on the following link:

https://cjleads.ondemand.sas.com/Admin

CJLEADS User Administration Utility

CILEADS

i

User Id (NCIDY: || |

Fassword: &

Please enter your User ld and Password.

Legin

2. Type the NCID username in the User ID (NCID) field. Note that the red asterisk indicates that this is
a required field.

3. Type the NCID password in the Password field. Note that the red asterisk indicates that this is a
required field.

4. Click Log In.
The User Search screen opens.
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Searching for Users

The first screen that will appear for administrators is the user search screen. This screen will be used to
locate CJLEADS users based on search criteria entered. When the appropriate user has been located,
administrators should double click the user’s line of information, and this will allow administrators to drill
down to user details and execute the necessary actions.

CJLEADS User Administration Utility

s I
: Userld | * | Search Type: Contains | * | SearchFor: % ADemo Search A~ 0of0

Account Status Organization Division

Logout

1. From the Search By dropdown, select User Id, E-mail, First Name, or Last Name.

2. Inthe Search Type dropdown, choose one of the following criteria:

e Contains

e Exact Match
e Begins With
e Ends With

3. Type the appropriate information in the Search For field. In the example above, ‘a demo’ is part of
the username.

4. Click Search.

The results of the search will be displayed in the columns below search criteria. Additional fields have
been added to the Search Results. Use the Account Status (status with NCID — active or disabled),
Organization, Division, and Section fields to help identify user accounts and to check the status of the
account.

NOTE: The Filter Results field can be used to narrow down the list of displayed results.

Modifying User Accounts

Agency administrators can manage assigned accounts within the authorized organization, division and/or
sections. Most fields on the screen are maintained in NCID and are therefore read-only. CJLEADS
User Administrators will grant access to CJLEADS and set appropriate role(s) for agency users.
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CJLEADS User Administration Utility
Repors
User Id | * | Search Type: Contains | » | Search For. % ademoo Search A2 20f2
Account Status Organization Division
ﬁ demooscprd ademooscprd cjleads@osc.nc.gov State Employee DISABLED Office of the State Ct CJLEADS Law Enfor Other n
ADemoosctst ademooscist cjleadtech@osc.nc. State Employee DISABLED Office of the State Ct CJLEADS Law Enfoi Other
Logout

Granting Access to CJLEADS

Unclaimed NCID User Accounts

An unclaimed NCID user account is an account where an end user has never logged into NCID to set up
their security questions and create a permanent password.

An administrator will not be able to grant an end user CJLEADS access until the end user’'s NCID account
has been claimed. All end users should claim/validate their NCID accounts within 14 days of Account
Creation.

1. Once the search is performed, double-click on the appropriate user account.
This will open the User Detail screen.

2. Verify the information is correct for the selected user account.
Three fields have been added to assist user administrators with troubleshooting. Use CJLEADS
Last Login, NCID Account Locked and NCID Account Claimed fields to aid in resolving issues
with accounts.

NOTE: The NCID Account Locked field pertains to any application associated with the users NCID
account that can cause them to lock their account. The CILEADS Last Login field displays the date
and time a user last logged into CJLEADS and the NCID Account Claimed field validates first time
login to NCID, security questions setup and account reset with a permanent password. The NCID
Account Locked and Claimed fields are not specific to CJLEADS.

3. If the NCID user account is not claimed/validated, the following screen will display. Administrator
should contact the user and request to login into NCID prior to the 14 day grace period expires. If the
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user does not login prior to the 14 days expiration, the account will expire and the user administrator
will have to recreate the user account in NCID.

User Detail for James M Hamlett

The NCID Account for James M Hamlett with
NCID james_hamlett has not been claimead.

This account cannot be modified at this time.

0K

Close

Claimed NCID User Accounts

1. Once the search is performed, double-click on the appropriate user account.
This will open the User Detail screen.

2. Verify the information is correct for the selected user account.
Three fields have been added to assist user administrators with troubleshooting. Use CJLEADS
Last Login, NCID Account Locked and NCID Account Claimed fields to aid in resolving issues
with accounts.

NOTE: The NCID Account Locked field pertains to any application associated with the users NCID
account that can cause them to lock their account. The CJLEADS Last Login field displays the date
and time a user last logged into CJLEADS and the NCID Account Claimed field validates first time
login to NCID, security questions setup and account reset with a permanent password. The NCID
Account Locked and Claimed fields are not specific to CJLEADS.

3. Check the Allow access to CIJLEADS checkbox to allow the user to log into CJILEADS.
The CIJLEADS Role dropdown is activated.

4. Choose one of the following roles from the CJLEADS Role dropdown:
Magistrate

Law Enforcement (Sworn in Officers)

LEO Support Staff

Juvenile Court Counselor

Judge

Clerk

Prosecutor

Corrections
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Corrections — Prison Intake
Corrections — Probation

DMV User

NOTE: Not all agency administrators will be able to select from the list above. The list will be
restricted based on agency needs.

5. Click Save.

6. Click Ok to close the Saving Information box.

Initially the Training Status is set to ‘Pending/Hold.” This setting restricts users to demonstration data
only. Users will need to have the Training Status set to ‘Complete’ in order to access the live CILEADS
application. However, agency administrators do not have the authority to make this change. This change
will be made by a CJLEADS trainer or Super Administrator when the user attends the appropriate training

class.

NOTE: If an end user has attended the CJILEADS Training Class, but still has a Pending/Hold training
Status, contact CJLEADS (919.754.6949) with the end user’'s name and date of training. Once date of

training is received and verified by CJLEADS staff, the training status will be changed to complete.

User Detail for Jeannette Lindsey

User Id (NCID):

Full Name:

E-mail:

Business Phone:
Address:

City:

State:

Zip:

User Type:

CJLEADS Last Login:
CJLEADS Mobile Last Login:
NCID Account Locked:

NCID Account Claimed:

jlindsey

Organization (Agency): Office of Information Tec

Jeannette Lindsey

Division: | GDAC

Jeannette Lindsey@nc.gov

Section:

919-707-0424

|| Allow access to CILEADS <

P.0. Box 17209

Raleigh
NC —_—
27619-7209 County: I | 'J
State Employee
—
No
Yes || Allow access to CJLEADS User Administration Application

I CJLEADS Administrator Contact Information H Save H Close I

NOTE: PPP upload and PPP view options only applies to agency administrators for Sheriff offices only.
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Granting Access to Pistol Purchase Permits

User Detail for Jonathan CravattaOSCTST4

Userld (NCID):

Full Mame:

E-mail:

Business Phone:
Address:

City:

State:

Zip:

User Type:

CJLEADS Last Login:
CJLEADS Mobile Last Login:
NCID Account Locked:

MCID Account Claimed:

jcravattaosctstd
Jonathan CravattaOSCTST4
jonathan.cravatta@osc.nc.gov

919-707-0437

State Employee

Wed Mov 26 2014 08:37:27 AM
Wed Mov 26 2014 08:37:27 AM
Mo

Yes

Organization (Agency):

Office of the State Contr
Division:  CJLEADS

Section:

|v] Allow access to CILEADS

| | PPP Upload

|v/| PPP View

CJLEADS Role:

| LEQ Support Staff

County: | ALAMANCE

|v] Allow access to CJLEADS Mobile

Reset Agreement |

Save

JL

Close

J

The CIJLEADS Admin utility includes two new user rights for those who participate in the pistol purchase
permit upload process. PPP Upload/View assignments provide the proper rights for PPP participants to
perform their roles in CJLEADS. Please note: these assignments can only be made to Law Enforcement
and LEO Support Staff roles.
e PPP Upload: check this to give the user rights to upload permit files, view the uploaded permit
file log, and view related permit reports within the CILEADS application.
e PPP View: check this to limit user to viewing the uploaded permit file log and related reports.
Uploading permits is not allowed with assignment.
e CJLEADS Role: Only Law Enforcement and LEO Support Staff roles allow PPP assignments
e County: County assignment is required when Law Enforcement and LEO Support Staff role is

selected

Removing Access to CJLEADS

When an end user leaves an agency, no longer needs CIJLEADS, or is no longer allowed CILEADS
access, the CJLEADS account needs to be revoked. Use the steps below to revoke the account.

1. Once the search is performed, double-click on the appropriate user account.
This will open the User Detail screen.

2. On the User Detail screen, uncheck the Allow access to CJLEADS checkbox.
The ‘Revoke CIJLEADS Access’box opens.
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User Detail for Jeannette Lindsey

Userld (NCID): Organization (Agency):
Full Name: Division:
E-mail: Section:
Business Phone: Allow access to
Address: PPF Upload
g Revoke CJLEADS Acce
sate Are you sure you want to revoke CJLEADS Access for | .
T Jeannette Lindsey? | v
User Type: &J lLJ
CJLEADS Last Login: Training Status: ¥
CJLEADS Mobile Last Login: v/| Allow access to CILEADS Mobile

Reset Agreement

MCID Account Claimed: Allow access to CJLEADS User Administration Application

CJLEADS Administrator Contact Information Save Close

3. Click Yes.
The user’s roles are automatically removed by this process.

4. Click Ok to close the Saving Information box.

NOTE: If an end user is permanently leaving your agency, deactivating and archiving their NCID account
will automatically delete their CJLEADS account.

Granting CJLEADS Mobile Access

A mobile version of CILEADS has been developed to allow access through mobile devices such as smart
phones and tablets. Much like the desktop version of the application, users can access offender
information, DMV, SOR, Wildlife and CHP data along with both offender and DMV images. A user’'s
current NCID user ID and password will be used to access the mobile site and upon initial login users will
be prompted to read and accept the terms and conditions of use of the mobile version.

Authorized users can access the mobile site by simply going to cjleads.nc.gov/mobile from your mobile
device. Flash Player is not required to access this web page.

NOTE: Access to CJLEADS mobile is automatically granted when the “Allow Access” box is checked
to grant a user access to CJLEADS.
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User Detail for Jeannette Lindsey

UserId (NCID): jlindsey Organization (Agency): Office of Information Tec
Full Name: Jeannette Lindsey Division: GDAC
E-mail: Jeannette Lindsey@nc.gov Section:
Business Phone:  918-707-0424 [] Allow access to CJLEADS — <G
Address: P.O. Box 17209
City: Raleigh
State: NC
Zip: 27619-7209 County: l | ']
User Type: State Employee

CJLEADS Last Login:

CJLEADS Mobile Last Login: —

MCID Account Locked: Mo

MCID Account Claimed: Yes [ ] Allow access to CJLEADS User Administration Application

l CJLEADS Administrator Contact Information H Save H Close J

Removing CJLEADS Mobile Access

Access to CILEADS mobile is not automatically revoked when revoking access to CJLEADS. An
Administrator must uncheck the “Allow Access to CJLEADS Mobile” checkbox to individually revoke a
user’s access.

NOTE: If an end user is permanently leaving your agency, deactivating and archiving their NCID account
will automatically delete their CJLEADS account.

Reports

The Administration Utility does have pre-defined reports available to download. Currently, there are two
folders and two different reports accessible. The General folder displays the CJLEADS User List report
and the Auditing folder displays the CJLEADS Admin List and Account Changes reports. Report
availability is based on the administrative role(s) assigned to your user account. Users should remember
that printouts from the CJLEADS Administration Utility should be used for criminal justice purposes only.

To access CIJLEADS User Administration reports,
1. Click on the “Reports” tab. The Reports screen displays with a list of folders.

2. Click on the gray arrow next to the General or Auditing Folder, whichever is applicable.
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CJLEADS User Administration Utility
Reports

Userid |' Search Type: Contains | ¥ | Search For: # ademoo Search Filter Results P 2of2

User Type Account Status Organization Division Section
ademooscprd ademooscprd cjleads@osc.nc.gov State Employee DISABLED Office of the State Ct CJLEADS Law Enfoi Other
ADen tst aden tst cjleadtech@osc.nc.y State Employee DISABLED Office of the State Ct CJLEADS Law Enfoi Other

Logout

CJLEADS Mser Administration Utility

v General
[ CJLEADS User List
»[JAuditing

Logout

CJLEADS User List Report

This report is located in the General folder and displays a summary of any user’s account activity in
CJLEADS.

To display the report parameter fields,

1. Click on the gray arrow next to the General folder
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2. Select the CILEADS User List report

CJLEADS User Administration Utility
s
¥ [ General CJLEADS User List

[ I LEADS User List
¥ [ Auditing Display a list of user account details for a selected organization.
[} CJLEADS Admin List
Organization: l | ']
[} CJLEADS Account Chan
Division:
Section:

Training Status: | v
CJLEADS Login Status: M

CJLEADS Role: | 7

Users expiring in 30 days: No |¥

Run H Reset values ]

Logout

Click on the Organization dropdown. The organization dropdown automatically defaults to the name of
your organization.

3. Select organization name. The Division dropdown is highlighted.

4. Select Division from the drop down box:

NOTE: If you have more than one division, select whichever one is applicable to view user list. To view
list of all Divisions users, select Organization dropdown only.
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CJLEADS User Administration Utility

s \

v [ General CJLEADS User List
[J CJLEADS User List Display a list of user account details for a selected organization. Ii'
¥ [ Auditing

[ CJLEADS Account Chan

Division:

[ CJLEADS Admin List Organization: [ Office of the State Controller I v J

I[me of the State Controller
Section:

||| Training Status: | »
CJLEADS Login Status: | v

CJLEADS Role: | I~

Users expiring in 30 days: Mo | v

[ Run H Rasatvaluns]

Logout

6. Select Section you would like to view. (If applicable)

CJLEADS User Administration Utility

Search Reports. \

¥ [ General CJLEADS User List

[ CJLEADS User List Display a list of user account details for a selected organization. Ii'
¥ [ Auditing

D CJLEADS Admin List Crganization: l Office of the State Controller I v J

[ CJLEADS Account Chan Division: |+ J

Section:
I CJLEADS Law Enforcement I

[ Training Status: |
CJLEADS Login Status: | v

CJLEADSRole: | [~]

Users expiring in 30 days: No |+

l Run H Rasatvaluas]

Logout

7. Select Training status you would like to view.
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CJLEADS User Administration Utility

Search Reports

¥ [ General CJLEADS User List
[J CJLEADS User List Display a list of user account details for a selected organization. I:—
¥ [_] Auditing
[ CJLEADS Admin List Organizatiol l Office of the State Controller |~ J
[ CJLEADS Account Chan Division: CJLEADS Law Enforcement 17
Section: [ ] r ]

||| Trainingl Other | ‘
CJLEADS Login Status: M

CILEADS Role: | [~

Users expiring in 30 days: No |~

Run H Reset values ]

Logout

CJLEADS User Administration Utility

Search Reports

¥ [ General CJLEADS User List
[ CJLEADS User List - |
¥ [Auditing Display a list of user account details for a selected organization.
[ CJLEADS Admin List
Organization: Office of the State Controller |~ J
[ CJLEADS Account Chan
Division: l &EADS Law Enforcement |~ J

Section: | Clthx 1]

Training Status:

CJLEADS Login Status:

CJLEADS Rale: Pending ! Hold

Users expiring in 30 days: No | ¥

Run H Reset values I b |

Logout

8. Select the CILEADS Login Status.
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o

CJLEADS User Administration Utility

v [ General
4 CJLEADS User List

¥ [ Auditing
[ CJLEADS Admin List
[ CJLEADS Account Chan

CJLEADS User List

Display a list of user account details for a selected organization.

Organizatio l Office of the State Controller ] A J

Division: CJLEADS Law Enforcement |~ J

Section: [\her | 'J
Training Status\ | Complete |

cugsostognsas | 7]
CJLEADS Role:
Enabled

SOUIHIETES ) b okediDisabled

Users expiring in 30 days:

[ Run H Rasetvaluns]

Logout

9. Select the CILEADS role:

s

CJLEADS User Administration Utility

v [ General
[ CJLEADS User List

v [ Auditing
[ CJLEADS Admin List
[ CJLEADS Account Chan

CJLEADS User List

Display a list of user account details for a selected organization.

Organization: l Office of the State Controller I . J

Division: | CALEADS Law Enforcement 1]
Section: l Oth& 1]

Training Status:

Complete
CJLEADS Login Status: nabled

CILEADSRole: | |

o Dt ot Judicial

Juvenile Court Counselor

Users expiring in 30 days: L aw Enforcement
Run Reset values LEO Support Staff

Magistrate

Logout

10. Select whether or not you want to show users that expire in 30 days:
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CJLEADS User Administration Utility

¥ 3 General CJLEADS User List
[ CJLEADS User List Display a list of user account details for a selected organization. If'
¥ [JAuditing
[ CJLEADS Admin List Organization: { Office of the State Controller |- J
[ CJLEADS Account Chan Division: { CJLEADS Law Enforcement l r J
Section { Other | 'J

ing Status: | Complete |~

CJLEADS LogiNStatus: Enabled | »

l Law Enforcement | 'J

Users expiring in 30 days:

Run Reset value

Logout

11. Click “Run”

CJLEADS User Administration Utility

Search Reports

v [ General CJLEADS User List
[J CJLEADS User List Display a list of user account details for a selected organization. =
¥ [ Auditing
[ CJLEADS Admin List Organization: { Office of the State Controller | 'J
[y CJLEADS Account Chan Division: { CJLEADS Law Enforcement l r J
Section: { Other | 'J
Il Training Status: | Complete | »
CJLEADS Login Status Enabled | v -
CILEADSRole: | Law Enforcsment |~

Sers expiring in 30 days Yes | v

Run | Reset values ]

Logout

NOTE If a pop up blocker populates at the top of your screen, select “Always allow pop ups from this
site”.
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File Edit View Favorites Tools Help

x @Snagit E ml \
{Qf Favorites {;‘5 & | CILEADS (2) S CILEADS UserRdministrat.., S CILEADS & | http--www.osc.nc.gov-ne... Suggested Sites v @ | Web Slice Gallery «

— »
28/~ | CILEADS User Administ... % | G CILEADS - v [ o v Pagev Safetyr Tooksw @~

Rl Pop-up blocked. To see this pop-up or additional options click here..

Tempararily Allow Pop-ups

s . . IAI’ways Allow Pop-ups from This Site... I
CJLEADS User Administration Utility

Settings 3
Search Reports
Information Bar Help
¥ [ General CJLEADS User List
[ CJLEADS User List Display a list of user account details for a selected organization.
¥ (3 Auditing
D CJLEADS Admin List Organization: l Office of the State Controller ] v ]
[ CJLEADS Account Chan Division: | cJLEADS Law Enforcement I
Section: l Other | ']
Training Status: Complete | v S
CJLEADS Laogin Status: Enabled | v
CJLEADS Role: l Law Enforcement |~ ]
Users expiring in 30 days: | Yes | v
l Run ] l Reset values ] E

12. You will then receive a “File Download Box” asking if you want to open or save this file. Click Open.

Je Download ﬁ

Do want to open or save this file?

]

Mame: UserListReport_26Mar2013_155311 xls
2. Microsoft Excel 97-2003 Worksheet, 80.6KB
cjleads.ondemand.sas.com

Open ][ Save ] [ Cancel J

ham your computer. f you do not tust the source, do not open ar

l@ While files from the Intemet can be useful, some files can potentially
save this file. What 's the risk?

13. Next, you will receive a message from Microsoft excel about the report format; please click Yes.
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p N
P ™~ |5 Microsoft Excel |:'|—Ellﬁ

Home Insert Page Layout Formulas Data Review View & e
== A A = - [ conditional Formatting ~  =Insert = X - W [ﬁ
- M A =
_j 3 $ % *+ | [3% Format as Table ~ % Delete - @ - &
Paste v A~ - e Sort & Find &
. ikl = 8 5% [5) Cell Styles ~ [ Format ~ | (2~ Filter~ Select ~
Clipboard Font Fl Alignment Fl Mumber Fl Styles Cells Editing
- £ | v
Microsoft Excel \ =
\ The file you are trying to open, '§serlistReport_27Mar 2013_094047[1].xds', is in a different format than specified
y lz by the file extension. Verify tha file is not corrupted and is from a trusted source before opening the file. Do
=== you want to open the file now?
[ fes ] [ Mo ] [ Help ]
Was this information helpful?
Ready | | FHCIE 103

14. An Excel Spreadsheet should then generate. You can save this spreadsheet to your hard drive or
only view it.
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FAIN™| = UserListReport_26Mar2013_160155[1] - Microsoft Excel [= [ B [t
- Home Insert Page Layout Formulas Data Review View Add-Ins [~ e = B EE
J S arial -0 - A AT r%] General - ?é Conditional Formatting ~ 5= Insert ~ z - 7ﬂv \;a
EER $ - % » | [B8FormatasTable - &% Delete - | [3]- # -
paste B 7 U- - (-] <8 5% =) Cel Styles ~ HE Format | <2 Ainers bereets
Clipboard ‘ Font Alignment Mumber Styles Cells Editing
1DX - Jx | User List Report he
[ A B [ c ] D [ E F [ G [ H =
1 w
2
3 User Type: Mot Selected
a
5 Organization: Office of the State Controller
6
7 Division: CJLEADS Law Enforcement
1 =
9 Section: Other
10
11 Training Status: Complete
12
13 Login Status: Enabled
14
15 |CJLEADS Role: Law Enforcement
16 B
17 County/District: Mot Selected
18
19 Expiring in 30 days: Yes
20
21 Organization Division Section User Name User ID E-Mail CJLEADS Login Admin Role cu
22 Status
23 Office of the State Controller CJLEADS Law Enforcement Other Pope, Angela D adpope angela.pope@osc.nc.gov Enabled Super Administrator Lar
24 Office of the State Controller CJLEADS Law Enforcement Other  Trainer, Amy D adtrainer wvera. miller@osc.nc.gov Enabled La'
25 Office of the State Controller CJLEADS Law Enforcement Other  Trainer, Amelia E aetrainer cynthiamitchell1 2@yahoo.com Enabled La'
26 Office of the State Controller CJLEADS Law Enforcement Other Myers, Ashley amyers Ashley Myers@sas.com Enabled Super Administrator Lar
27 Office of the State Controller CJLEADS Law Enforcement Other Myers, Ashley N anmyers Ashley Myers@sas.com Enabled Super Administrator Lar
28 Office of the State Controller CJLEADS Law Enforcement Other  Trainer, Billy D bdtrainer cynthiamitchell ®@yahoo.com Enabled La'
29 Office of the State Controller CJLEADS Law Enforcement Other  Trainer, Brandee S bstrainer vera.miller@osc.nc.gov Enabled La'
30 Office of the State Controller CJLEADS Law Enforcement Other  Trainer, Carol B cbtrainer jessica wilkins@osc.nc.gov Enabled La'
31 Office of the State Controller CJLEADS Law Enforcement Other Dunnagandev, Cammie © cammie. n@sas.com Enabled Super Administrator La'w+
M 4 » v | UserlListReport_26Mar2013_160155 - #J [ [} | » [
Ready | | [8|cn o 1003 Iy} )

NOTE: The report will display the name and user ID of the user generating the report, date and time
stamp.

CJLEADS Admin List Report

This report is located in the Auditing folder and displays a list of your agency’s CJLEADS User
Administrators.

To display the report parameter fields,

1. Click on the gray arrow next to the Auditing folder. The CJLEADS Admin List and CJLEADS
Account changes list displays.
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CJLEADS User Administration

CJLEADS User Administration Utility

o B

v [ General =
[[) CJLEADS jSer List

| JAuditing
[ CJLEADS Admin List

[ CJLEADS Account Chan

Logout

2. Select the CJLEADS Admin List report

CJLEADS User Administration Utility

Search
¥ (3 Genera CJLEADS Admin List L
[ CJLERDS User List
¥ [ Auditing Display a list of Admin account details.
[ CJLEADS Admin List
Organization | 'J
[ CJLEADS Account Chan
Division:
Section:

Admin Role: IR
Run Reset values

Logout

3. Select your organization from the Organization drop down
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CJLEADS User Administration

CJLEADS User Administration Utility

¥ [gGeneral CJLEADS Admin List ]
[ CJLEADS User List

¥ (3 Auditing Display a list of Admin account details.
[ CJLEADS Admin List

Organization Office of the State Controller l v
[ CJLEADS Account Chan
Division l v
Section:
Admin Role: | v
Run Reset values

I
l Logout J
4. Select Division from the Division drop down.
CJLEADS User Administration Utility
v [C3General CJLEADS Admin List =
[ CJLEADS User List
¥ [ Auditing Display a list of Admin account details.
[} CJLEADS Admin List
Organization: Office of the State Controller ] v
[ CJLEADS Account Chan
Division CJLEADS Law Enforcement ] v
Section: L | '}
Admin Role I
Run Reset values
C
Logout

5. Select the section from the Section drop down. (If applicable)
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CJLEADS User Administration

CJLEADS User Administration Utility

Search Reports

¥ [ General CJLEADS Admin List ]
[ CJLEADS User List

v 7 Auditing Display a list of Admin account details.
[y CJLEADS Admin List

Organization: l Office of the State Controller

[ CJLEADS Account Chan

|
Division: l CJLEADS Law Enforcement | 'J
I

Section: | [ Other

Admin Role: |~
Run Reset values

a
I Logout I
6. Select Admin Role from Administrator drop down.
CJLEADS User Administration Utility
v £ CGeneral CJLEADS Admin List =
) CJLEADS User List
¥ [ Auditing Display a list of Admin account details.
[ CJLEADS Admin List
Organization l Office of the State Controller ] X J
[ CJLEADS Account Chan
Division: l CJLEADS Law Enforcement |~ J
Section: | oter -]
I )
Admin Role: || Administrator |
Run Reset values
a
Logout

7. Click Run.
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CJLEADS User Administration

CJLEADS User Administration Utility

Search Reports

v [ General CJLEADS Admin List -
[ CJLEADS User List
¥ 3 Auditing Display a list of Admin account details.
[ CJLEADS Admin
Organization: l Office of the State Controller | " ]
[ CJLEADS Account CNan
Division: l CJLEADS Law Enforcement | v ]
Section: l Other | v]
dmin Role: Administrator J v

C

Logout

8. You will then receive a “File Download Box” asking if you want to open or save this file. Click
Open.

% Download &l

Do want to open or save this file?

]

Mame: UserlistReport_26Mar2013_155311.xls
e. Microsoft Excel 97-2003 Worksheet, 80.6KB
jleads.ondemand.sas.com

Open Save ][ Cancel J

ham your computer. f you do not tust the source, do not open or

|@ While files from the Intemet can be useful, some files can potentially
save this file. What's the risk?

9. Next, you will receive a message from Microsoft excel about the report format; please click Yes.

2/3/2011
Page 23 of 31
CD-7



CILEADS

CJLEADS User Administration

-

p R | M
™ O~ = Microsoft Excel = | = ﬁ
Home Insert Page Layout Formulas Data Review View <3 e

o 1 =
= PO = 4 | Conditional Formatting - *Alnsert ~ E v
B & - SA S T==9 = B °7| = W o
o 53 - $ % + [ Format as Table ~ % Delete ~ @' =
Paste B 7 U~ e A~ = i= sE o Lo Sort & Find &
ste u ) = = iE B <8 o0 5} Cell Styles = [ Farmat | (2~ Filter - Select +
Clipboard Font = Alignment = Mumber = Styles Cells Editing
- £ | -
Microsoft Excel \ £
\ The file you are trying to open, 'NserListReport_27Mar2013_094047[1].xls', is in a different format than specified
y l} by the file extension. Verify tha file is not corrupted and is from a trusted source before opening the file. Do
=== you want to open the file now?
[ ‘fes ] [ Mo ] [ Help ]
Was this information helpful?
Ready | EB O 10%
"

10. An Excel Spreadsheet should then generate. You can save this spreadsheet to your hard drive
or only view it.
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= AdminListReport_26Mar2012_162028[1] - Microsoft Excel [= [ 5 [
Home Insert Page Layout Formulas Data Review View Add-Ins o @ = 2 o=
= o . . S . . 5
Arial 10 - AT A = %} General ) Conditional Formatting g=Insert = ,;'? C?a
T~ 3 - % {35 Format as Table ~ 5 Delete -~ | @]~ *
= || B = = o= A - . Sort & Find &
By RN M- = MRE R [ Cell Styles ~ i Format = | <2+ Fitter~ select -
“ Font “ Alignment Number Styles Cells Editing
1IDX - S | Admin List Report b
[ A [ B c D E F G [ H [ ] 1 A
1] Admin List Eeport 1 =
2
3 User Type: Mot Selected
a4
5 Organization: Office of the State Controller
6
7 |Division: CJLEADS Law Enforcement
8
9 Section: Other
10
11 |Admin Role: Administrator
12
13 ‘Admin Name Admin UserlD E-Mail ADMIN Role  CILEADS Role 'CILEADS Login Status CJLEADS Last CILEADS Last Days Last
14 Login Date Login Time Login
15 | Admin, User uadmin L= itchell1 9@: .com A istrator Enabled S20i2012 15:55.08 187 =
16 Admin, User uadmini cynthia. mitc nc.gov A ator Locked/Disabled
17 Porter, John _jiporter lois.poole@osc.nc.gov Administrator_Law Enforcement Enabled 3/26/2013 8:11:58 o
is8
19 John Porter (jjporter), 03/26/2013 16:30:39. Office of the State Controller, CJLEADS Law Enforcement, Other
20
21
22
23
249
25
26
27
28
29
30 T
31
27 hal
4 4 » W | AdminListReport_26Mar2013_16303 o] [IEN 11} | n|
Ready | |[EB|E BB 1o00% (= ] {+)

NOTE: The report will display the name and user ID of the user generating the report, date and time

stamp.

CJLEADS Account Changes Report

This report is located in the Auditing folder and displays a list of user accounts that have been updated
and the name and user ID of the User Administrator performing the updates.

To display the report parameter fields,

1. Click on the gray arrow next to the Auditing folder. The CIJLEADS Admin List and CJLEADS

Account changes list displays.
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CJLEADS User Administration

CJLEADS User Administration Utility

/

¥ [ General -
[ CJLEADS J#Ser List
¥ [ Auditing
[ CJLEADS Admin List

[ CJLEADS Account Chan

Logout

2. Select the CILEADS Account Changes report

CJLEADS User Administration Utility

v [ General |CJLEADS Account Changes =
[ CJLEADS User List -
¥ [ Audting Display user account changes.
[ CJLEADS Admin List
CILEADS Account Changes Report Format: () Administrator (=) User
| Activity Date Range:  From: To: i)

Select NCID or Org/DiviSection based report.

(=) MCID Account

(_) Org./Div./ Sec.

Organization:
Division: E
Cortinn: [

3. Select your report format by clicking the correct radio button.
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CJLEADS User Administration Utility

P—

¥ [[JGeneral CJLEADS Account Changes —
[ CJLEADS User List =
¥ [ Auditing Display user account changes.
[} CJLEADS Admin List
[} CJLEADS Account Changas Report Format: (=) Administrator () User
Activity Date Range:  From: To:

Select NCID or Org/DiviSection based report.

(s) NCID Account

() Org./Div./ Sec.

Organization:
Division:
|
action —
l Logout ]
4. Select your Activity Date Range.
CJLEADS User Administration Utility
s
v (O3 General CJLEADS Account Changes =
[ CJLEADS User List =
¥ [ Auditing Display user account changes.
[ CJLEADS Admin List
Report Format: (=) ini @)
[} CJLEADS Account Changes P (=) Administrator () User
Activity Date Range: From:l|03x0w2n13 ﬁ T0:||03x25x2013 F
||| Select MCID or Org/DiviSection based report. - =
(=) MNCID Account
(_) Org./Div./Sec.
Organization:
Division:
]
actinn: =T
Logout

5. Select if you would like the report to be an NCID or Org/Div/Section based report.
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CJLEADS User Administration Utility

[ General AUIVIY UdleEnge. PO D3012013 [ 19 | USIZ62013 ) [ =
¥ _
[ CJLEADS User List Select NCID &k Org/DiviSeclion based report
¥ [ Auditin
= ¢ i+ NCID Accoult

[ CJLEADS Admin List

[ CJLEADS Account Changes o
(=) Org./Div./ Sec.

"l Organization: { Office of the State Controller ] A J
Division: { CJLEADS Law Enforcement I 'J
Section: { Other | VJ =
Sort By: (=) Date () NCID
l Run H Reset values

41

Logout

6. Select your “Sort By” type by clicking the correct radio button.

CJLEADS User Administration Utility
s
ALUVILY LdLe rdnyge. FIom. | 3012013 10, 032612013 -
v [ General e t =1
D CJLEADS User List Select MCID or Org/DiviSection based report
¥ [ Auditing
= (_) NCID Account
[ CJLEADS Admin List
[y CJLEADS Account Changes =
() Org./Div./ Sec.
I Organization: l Office of the State Controller | 'J
Division: | cJLEADS Law Enforcement 1]
Section: l Other | 'J :
Sort By: (=) Date (_) NCID
Run H Reset values
Logout
7. Click Run.
2/3/2011
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CJLEADS User Administration Utility

v [ General
[ CJLEADS User List
¥ (7 Auditing
[ CJLEADS Admin List
[ CJLEADS Account Changes

ALUVILY LElE Ranyge. FIOML U3012013 | ] 1O | U3262013 |

Select MCID or Org/DiviSection based report

() NCID Account

(=) Org./Div./ Sec.

Organization: l Office of the State Controller I ]

Division: | cJLEADS Law Enforcement I+

Section: I Other | ']
Sort By: (=) Date () NCID

Run Reset values

Logout

8. You will then receive a “File Download Box” asking if you want to open or save this file. Click

Open.

‘% Download

22

Do want to open or save this file?

UserListReport_26Mar2013_155311.xls
Microsoft Excel 97-2003 Worksheet, 80.6KB
¢jleads.ondemand.sas.com

Mame:

CQpen ][ Save ] [ Cancel J

2

While files from the Intemet can be useful, some files can potentialhy
harm your computer. f you do not trust the source, do not open or
save this file. What s the rsk?

10. Next, you will receive a message from Microsoft excel about the report format; please click Yes.
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FAIR™ | = Microsoft Excel |—I—J':' ="
m Home Insert Page Layout Formulas Data Review View o @
o 1 . . =
=’ PR = =4 _?: Conditional Formatting - = Insert = - 3
Bl M =» = - : or &
B - $ U fgE Format as Table ~ & Delete ~ j' Ed
Paste B I - Iy - \ - = =T e P Sort & Find &
s ¥ = g ;08 [S) Cell Styles ~ [ElFormat - | <2~ Filter~ select -
Clipboard Alignment Number Styles Cells Editing
- I -
Microsoft Excel \ =
The file you are trying to open, YserListReport_27Mar2013_094047[1].xls', is in a different format than specified
l b by the file extension. Verify tha: file is not corrupted and is from a trusted source before opening the file. Do
———  you want to open the file now?
- [ = ] [ Help ]
Was this information helpful?
Ready | | BB O 10

11. An Excel Spreadsheet should then generate. You can save this spreadsheet to your hard drive

or only view it.

Report Description: Listing of changes made to selected accounts in the selected data range

Report Selected for: Office of the State Controller/CJLEADS Law Enforcement/Other

[0

A B B
1 |Report Titlek CJLEADS Account Change Report
2
3 Report Format: User
a
5
6
7
8
9 Date Range: 01Mar2013 - 26Mar2013
10
11 Searched Account: All Users
12
13 Sorted By: Date
14
15 Change Date Change Type Admin Org
16
17 3/1/2013 Add Office of the State Controller
18 3/1/2013 Update Office of the State Controller
19 3/4/2013 Update Office of the State Controller
20 3/4/2013 Update Office of the State Controller
21 352013 Update Office of the State Controller
22 372013 Update Office of the State Controller
23 372013 Update Office of the State Controller
24 382013 Update Office of the State Controller
25 311/2013 Update Office of the State Controller
26 3/11/2013 Update Office of the State Controller
27 31272013 Update Office of the State Controller
28 31272013 Update Office of the State Controller
29 31272013 Update Office of the State Controller
4 4 ¢ | AccountChangesReport 26Mar2013

Admin Div

Beacon

Beacon

CJLEADS Law Enforcement
CJLEADS Law Enforcement
CJLEADS Law Enforcement
CJLEADS Law Enforcement
CJLEADS Law Enforcement
CJLEADS Law Enforcement
CJLEADS Law Enforcement
CJLEADS Law Enforcement
CJILEADS

CJLEADS Law Enforcement
Beacon

i)

Admin Section Admin GUID

b2%actab-9690-4feb-beb2-1ffalbd06bES
3add1019-b88e-48a9-8c77-5115967e80b

Admin NCID Admin Role

Super Administrator,
Super Administrator,

Other 36804679-EABE-2B55-E134-FB5158AEADOT Super Administrator| |
Other 3dd1af8b-4a86-4551-5010-571cb31be19f Super Administrator
Other DACD3286-144C-5118-3FFC-50FA42B8F172 Super Administrator
Other EEE04741-3584-8058-FCTF-EQED361943C1 Super Administrator
Other 3dd1af8b-4a86-4551-5010-571cb31be19f Super Administrator
Other EEE04741-3584-8058-FCTF-EQED361943C1 Super Administrator
Other 3dd1afdb-4a86-4551-9010-571cb81be 197 Super Administrator
Other 237bd5dc-868e-4c45-be62-604d04 013720 Super Administrator
409chf1a-329f-4593-ae3e-bfeGBBabfb5e Super Administrator
Other 305597 a0-9bfd-4ce1-afed-05f34e8a5chd Super Administrator

b2%actab-9690-4feb-beb2-1ffalbd06bES

1] ——

Super Administrator

a0

NOTE: The report will display the name and user ID of the user admin generating the report, the type of
account changes, as well as the date and time stamp the changes occurred.
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CJLEADS Customer Support

CJLEADS and the Office of The State Controller Beacon Support Service Team have partnered together
to provide customer support to our criminal justice and law enforcement officials throughout North
Carolina.

Customer Support Services are available Monday — Friday, 8:00 AM to 5:00 PM to answer questions
and resolve issues for our CJLEADS users. After 5:00 PM Monday - Sunday, please contact (919) 754-
6949.

CJLEADS Customer Support Services Contact Information:

Email: cjleadshelp@nc.gov

Phone: (919) 754-6949
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